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Abstract— This paper focuses on an application that performs 
scanning of paper based Business card using optical character 
recognition. The objective is to make use of the visual 
capabilities of the built in camera of Android devices to 
extract name, address & contact information given on paper 
based  business card . Day by day escalation of science & 
technology and quick living wage of human beings, 
business card are now becoming very much popular. 
Business cards have fix fonts and its style as per the 
universal standard. There are established types of 
papered visiting cards. There is possibility that paper 
based business card will become obsolete. This paper 
describes the issues in developing the E- Business card. 
It says how to process on business card through android 
phone using OCR, when the user wants to select proper 
or desired user. We can share image through android 
phone. It utilizes GPS System to find user location as 
well as it can store user information on smart phone. 
Here in this paper wide Range of experiments 
demonstrates efficiency and strength of our application. 
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I. INTRODUCTION 

The Business men and employee use business card most 
often. They increase their contacts through paper based 
business card. Hence Day by day handling the paper based 
business card is now out of control. In the world almost 
every country uses English Language, so we are 
considering English as an international language. Most of 
the visiting cards & legal documents have fix font size & 
font style in order to follow universal standard. In earlier 
days paper based business card used to lose or damage so 
this disadvantage can be defeat in new electronic business 
card. An E-Card is created using digital media instead of 
paper or other traditional materials. E-Business card 
considered environment friendly & much more versatile. 
This older system can be automated using ‘optical character 
recognition’ technology. Business card scanning 
application use smart phone's camera and put it to work as a 
scanner. This application typically takes a photo of the 
paper based card and performs optical character recognition 
(OCR) on the image to translate the contents to editable text. 
It then adds that info like name, cell number, email address 
etc. to the app's own database, to your smartphone's 
contacts listing or both. The scope of Text data extraction 
from business card application is to provide business card 

to convert image to text, single card pattern, multiple card 
pattern, QR code card pattern on the smart phone. Optical 
character recognition (OCR) performs electronic conversion 
of images of typewritten or printed text into machine-
encoded text. 

II. OPERATING SYSTEM

Android is well-liked with technology companies which 
require a handy, low-cost and customizable operating 
system for smart devices. Android  is an open source [1],[2] 
& licence free  mobile operating system  based on 
the Linux kernel developed by Google peresently.Android's 
open nature has encouraged a large number of developers to 
develop smart applications .Everyday millions of 
developers searches for android java code & fixes the 
errors .Survey says that Android’s graphical user interface 
is more effective & modern than other Platforms. The latest 
version of Android is Android 5.1, codenamed 
Lollipop.Google’s Android is secured against malicious 
behaviour.Android has better stability, security and 
performance than Apple ios.  As of JULY 2015, Android 
users were able to choose between 1.5 million apps whereas 
Apple’s App Store remained the second-largest app store 
with 1.4 million available applications. Following hardware 
and software are required for our applications: 

2.1 Hardware Requirement  
� Development        

 Intel(R) Core™ 3.00 GB RAM
� Instrument 

 Android compatible Camera minimum

2.2 Software Requirement  
 Client Side

 Android SDK
 Android NDK
 Eclipse IDE

 Operating System

 Windows 7
 Windows XP

 Programming Language
 Java Android

 Back End Tool
 SQLite Database
 Ndk
 OCR LIB
 ZBAR LIB
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This Project is developed in Java Programming 
Language by using the Eclipse Helios Integrated 
Development Environment (IDE). We have used the 
Android Software Development Kit (SDK) [7],[8],[9],[10] 
and Android Native Development Kit (NDK) which 
includes a variety of custom tools that helps us to 
developing mobile application on the android platform. The 
most important of these are the Android Emulator and the 
Android Development Tools (ADT) [9],[11] plug-in for 
Eclipse. The most important of the third party lib use. The 
most important these applications are OCR Concept [3] 
using and QR code scan are ZBar lib use.  

III.  SYSTEM DESIGN 

Here below steps have to follow to get proper system 
working model. 
 
3.1 Functional Requirements  

Splash screen: Splash screen load data after going to 
dashboard screen.  
Business Logic:  
� Splash screen display the company logo.  
� Splash screen waits for 2000 ms display and after it goes to 
dashboard.  
Dashboard: Dashboard screen will be the four button display. 
Single pattern scan, multiple pattern scan, qr code pattern scan 
and save list button display the screen.  
 
 

3.2 Single Pattern Scanning:  
Single pattern scanning page scan the single pattern detail. 
Name, address, mobile no and email id are scan in the card.  
Business Logic:  
� Camera, gallery, save and exit are four option.  
� Camera option click event open camera and catch the card 
image and crop the image.  
� Image is scan. After the detail are displays in different edit 
box.  
� Gallery options directly get image and display the detail.  
� Save options are the name, address, mobile no, email id, 
those are save in the database.  
� Exit options are use to exit the application.  
 
3.3 Multiple Patterns Scanning:  
Multiple pattern scanning pages scan the all type of card 
patterns.  
This page scan single card and hence single items are scan.  
Business Logic:  
� Shows Camera, gallery, save and exit four options.  
� Camera option click event open the camera, catch the card 
image and crop the image.  
� Image is scan but edit text box long click event scan single 
items and display in edit text box.  
� Gallery options directly gets image and display the detail.  
� Save options - the name, address, mobile no, email id are 
save the database.  
� Exit options are use to exit the application.  
 

 
 Fig. 1 System Work Flow 

  

Kaushal Patel et al, / (IJCSIT) International Journal of Computer Science and Information Technologies, Vol. 7 (1) , 2016, 342-348

www.ijcsit.com 343



3.4 QR code Pattern Scanning:  
QR code pattern page scan the QR code type card and display 
details in edit text box. 
Business Logic:  
� Shows scanner, save and exit three options.  
� Scanner option click event opens camera, scans QR code 
type card and return the detail display the QR code pattern 
page.  
� Save options - the name, address, mobile no, email id are 
save in the database.  
� Exit options are use to exit the application.  
 
3.5 Save Data View:  
Save data view list page scans page detail & save in display list 
view. It is use for social media sharing. Save data view list 
page display one option share. This option is share the detail 
social media.  
Business Logic: Share option are use to share detail on face 
book, message, email, twitter and others.  
Delete Detail: Save data view list page display one option 
delete. This option is use to delete the detail list view. Above 

whole process is explained graphically which is shown in 
figure.1 as system flow work. 

IV.  SYSTEM ANALYSIS 

4.1 UML Diagrams:  
A use case diagram in the Unified Modeling Language (UML) 
[16] is a type of behavioral diagram defined by and created 
from a use-case analysis. Its purpose is to present a graphical 
overview of the functionality provided by a system in terms 
of actors, their goals (represented as use cases), and any 
dependencies between those use cases. The main purpose of a 
use case diagram is to show what system functions are 
performed for which actor. Roles of the actors in the system 
can be depicted. Use case diagrams are formally included in 
two modeling languages 1) Unified Modeling Language 
(UML) 2) Systems Modeling Language (SysML). The 
following use case diagram [4],[5] show the full functionality 
of this application. This figure 2 shows that what functionality 
the mobile user can perform for this application. 
 

  
 Fig. 2 Use Case Diagram for Scanning Pattern 
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 Fig. 3 Use Case Diagram for Sharing Data 

 

 
 

Fig. 4 System Class Diagram 
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V. APPLICATION SCREEN LAYOUT  

In this application visiting card will be divided into four segments. 
 1) first segment top of left  
2) second segment top of right  
3) third segment bottom of left  
4) bottom of right. 
 

 
Fig. 5 Visiting Card Pattern 

 

VI.  RESULT ANALYSIS 

The text result of figure 5 is shown in figure 6 
application. First screen is a splash screen this screen is 
display in 4 second. Then go to next screen. This screen 
page has four buttons. First is use for single pattern, second 
is use for multiple patterns, third is use for QR code pattern, 
Forth is use for save data view.  

 Click on Listener is applied on this four buttons. Click 
on Single pattern then this page will be giving information 
page. Then click on camera option and capture the image as 
card also you have image in gallery. In a gallery given 

image is last captured card. Click on camera option and 
capture image as design card. This image will save and 
crop the image. Then give input as OCR. In OCR [3] there 
will be four steps: 1) Pre-Processing 2) Segmentation 3) 
Recognition 4) Post Processing.  

Text data extract using OCR process. This text data will 
be display on the screen. This text data are as Company 
name, Person name, Contact no, Address and Email-id. 
Click exit button to display back page. 
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Fig. 6 Snap Shot Results of Business Card Scanner Application 

 
 

VII. CONCLUSION 

Fundamental goal of developing the application was to 
create business card and visiting card scan detail, social 
networking and platform for technical subject.As we were 
comfortable with android and java,it was choosen as 
programming language. Application was tested successfully on 
Android Compatible phone, platforms and the internet 
environment, but it is still in its development stage as user 
wants more comprehensibility and ease of usage. The 
implementation process of the system was described to 
recognize the text data in the business card using the camera 
screen. Card Image scan by   by a smart phone and the text 
data as  Company name, Person name, Contact no., Address 
and Email-id were  display on the screen trough OCR 
extraction process. Using this android application user can be 
easily recognized and track for validation. This application is 
much user friendly. User can save time by avoiding typing of 
customer information. User can easily share contact 
information to other user through different sharing applications 
in internet. 
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